
The State of
Ransomware 2022

Findings from an independent, vendor-agnostic survey comissioned 
by Sophosof 5,600 IT professional in mid-sized organizations across

31 countries conducted in January and early February 2022.
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Learn more at sophos.com/ransomware2022


